PoLiTicA DE CONTINUIDADE DOS NEGOCIOS

R6 CAPITAL GESTAO DE INVESTIMENTOS E CONSULTORIA LTDA.

I. Introducao

1.1. A presente Politica de Continuidade dos Negdcios (“Politica”) da R6 CAPITAL
GESTAO DE INVESTIMENTOS E CONSULTORIA LTDA. (“R6 Capital”) tem por objetivo
definir os procedimentos que deverdo ser seguidos, em relagdo a contingéncias, para
que a R6 Capital evite risco de descontinuidade operacional em situacdes de falta de
acesso ao escritério sede.

1.2. A presente Politica visa detalhar o plano de continuidade dos negbcios em
momentos de contingéncia ou desastres, definindo, assim, as diretrizes,

responsabilidades e recomendacdes adotadas pela R6 Capital em suas atividades.

II. Area de Risco e Compliance

2.1. Para garantir a continuidade dos negdcios em quaisquer eventos de contingéncia
ou desastres que possam impactar os servigos prestados, a R6 Capital conta com uma
area com o mandato de estabelecer critérios e analisar os eventos com independéncia
para acionar todas as diretrizes descritas neste documento (“Area de Risco e

Compliance”).

2.2. A Area de Risco e Compliance terd as seguintes atribuicdes:

(i) Monitorar as operacdoes da R6 Capital e os respectivos eventos de
contingéncia e/ou desastre;

(ii) Garantir com a area de Tecnologia da Informacado (*TI”) o funcionamento da
estrutura operacional de contingéncia e desastre; e

(iii) Aprovar anualmente orcamento e novas diretrizes da politica.

III. Estrutura de Contingéncia Operacional

3.1. Backup de Dados. Diariamente, todos os arquivos localizados na rede da R6
Capital s3ao enviados para o servico de backup on-line (backup na nuvem) chamado
Microsoft Onedrive, uma das lideres mundiais de sistemas de back-up e armazenamento
para empresas, de maneira automatica.




3.1.1. O servico de backup on-line é acessado somente pelo TI através de um
painel via navegador (browser) com usuario e senha.

3.1.2. O servico de backup on-line permite a recuperacao de qualquer versao
anterior dos arquivos a qualquer momento, ressalvado o prazo de armazenagem
de 5 (cinco) anos por arquivo.

3.1.3. Caso um grande volume de dados seja apagado, imediatamente, é
enviado um e-mail de alerta ao TI da R6 Capital e os arquivos podem ser
recuperados durante um prazo de 30 (trinta) dias.

3.1.4. Todo o procedimento operacional acima descrito é de responsabilidade
do TI da R6 Capital.

3.1.5. Os dados permanecem no servidor da R6 Capital e sdo replicados na
nuvem automaticamente.

3.1.6. O procedimento operacional acima descrito serd testado em
periodicidade maxima trimestral. Faz parte do teste a recuperagao de arquivos do
ano corrente e de anos anteriores. A responsabilidade pelo procedimento de
avaliagdo é da Area de Risco e Compliance da R6 Capital.

3.1.7. Estdo contemplados neste procedimento todos os arquivos e e-mails
arquivados na rede da R6 Capital. Cabe ressaltar que ndao estao contemplados
neste procedimento os arquivos localizados nos discos rigidos dos equipamentos
utilizados pelos Colaboradores.

3.2. Contingenciamento do fornecimento de energia. A R6 Capital possui na sua

infraestrutura uma redundéancia de energia elétrica em casos de falta da distribuicdo
pela empresa contratada, conforme detalhado abaixo:

(i) Entrada automatica de energia fornecida por 1 (um) nobreak existente,
sendo cada um com 6 (seis) kvA, cujas baterias suportam 30 (trinta)
minutos do escritério em plena fungao.

3.3. Contingenciamento de links de internet e telefonia. A R6 Capital possui
redundancia de links de internet e de telefonia em sua infraestrutura operacional:




(i) Links de Internet: H4 um link primario corporativo de Internet de 300 MB
da operadora Claro com IP dindamico e com DDNS implantado e outro link
de 300 MB da operadora Vivo com IP dindmico e DDNS implantado. Esses
links sdo gerenciados por equipamento UDM Pro da Intelbrds com Failover
automatico e gerenciamento completo.

3.4. Acesso Remoto: No caso de impossibilidade de acessar o escritorio, os
Colaboradores poderdo acessar os servidores em Nuvem com senhas proprias e dar
continuidade aos negécios de qualquer local. A R6 Capital possui estrutura de e-mail
corporativo via provedor, permitindo acesso online via web por todos os Colaboradores
e em qualquer lugar que possua internet.

IV. Plano de Continuidade de Negé6cios em Desastres

4.1. O plano de contingéncia operacional visa proporcionar a manutencdao dos
servicos da R6 Capital nas seguintes areas: (i) Novos Negdcios; (ii) Gestao de Ativos;
(iii) Area de Risco e Compliance; e (iv) Consultoria.

4.2. Os processos para declarar contingéncia estdo descritos abaixo:

(i) A Area de Risco e Compliance monitora e identifica o evento de
contingéncia ou desastre;

(i) A Area de Risco e Compliance avalia o evento com a diretoria executiva e
declara contingéncia;

(iii) A Area de Risco e Compliance comunica o TI para subir a contingéncia,
liberar as VPNs e redirecionar os ramais; e

(iv) A Area de Risco e Compliance faz a comunicagdo aos responsaveis de cada
area para se locomover para locais onde possam dar continuidade aos

negocios da R6 Capital.

4.3. Anualmente ird haver 1 (um) teste de contingéncia para homologar a estrutura
operacional.

V. Documentacdo e Armazenamento



5.1. Toda informacdo referente ao gerenciamento da Area de Risco e Compliance
deve ser devidamente documentada e armazenada pelo prazo minimo de 05 (cinco)
anos.

5.2. A documentacdao e o armazenamento devem garantir a exatidao, veracidade e
integridade da informagdo e suas respectivas evidéncias. Assim como acesso somente
as pessoas devidamente autorizadas pela Area de Risco e Compliance da R6 Capital.

VI. Duavidas

6.1. Quaisquer duvidas relacionadas com a presente politica devem ser esclarecidas
com a Area de Risco e Compliance da R6 Capital.



